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1
Decision/action requested

This contribution proposes a conclusion for the study 
2
References

[1]
3GPP TR 33.741 v0.3.0 (S3-223131) 

3
Rationale

The UDM seem the most natural entity as it both aware of the timing of the latest authentication run and also which AMFs the UE is currently registered with. It also capable of signalling to that AMF. Except when refreshing KAKMA, the UDM already has the needed information to trigger the authentication in the use cases under discussion. For the AKMA case (and other possible future use cases), it is necessary to have the ability of an NF to be able to request the UDM to trigger an authentication. Furthermore the UDM is uniquely positioned to know the timing of the latest authentication so can limit the requests for home triggered authentications as necessary. Finally we believe solution #5 describes the use of the UDM in the most generic way and hence should be used as the basis for normative work. 
4
Detailed proposal

It is proposed that the following pCR is included in the TR [1].
**** START OF CHANGES ****
6
Conclusions







It is proposed solution #5 is used as the basis for normative work. 
**** END OF CHANGES ****

